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[bookmark: _Toc36192016][bookmark: _Toc20204243][bookmark: _Toc27894935]4.16.7.2	Procedures for future background data transfer


Figure 4.16.7.2-1: Negotiation for future background data transfer
1.	The AF invokes the Nnef_BDTPNegotiation_Create (ASP id, Number of UEs, Volume per UE, Desired time window, and optionally External Group Identifier, Network Area Information, Reset request for notification). The Reset request for notification is an indication that BDT warning notification should be sent to the AF.
2a.	Based on an AF request, the NEF requests to translate the External Group Identifier into the Internal Group Identifier using Nudm_SDM_Get (Group Identifier Translation, External Group Identifier).
2b.	The NEF invokes the Npcf_BDTPolicyControl_Create (ASP id, Number of UEs, Volume per UE, Desired time window and optionally Internal Group Identifier, the Network Area Information, Reset request for notification) with the H-PCF to authorize the creation of the policy regarding the background data transfer. If the PCF was provided with Reset request for notification, then PCF may send BDT warning notification to the AF as described in clause 4.16.7.3.
3	The H-PCF may request from the UDR the stored Background Data Ttransfer policies for all the ASPs using Nudr_DM_Query (Policy Data, Background Data Transfer) service operation.
NOTE 1:	If only one PCF is deployed in the PLMN, the Background Data Ttransfer policy can be locally stored and no interaction with UDR is required.
4.	The UDR provides all the stored Background Data Ttransfer policies and corresponding related information (i.e. volume of data to be transferred per UE, the expected amount of UEs) to the H-PCF.
5.	The H-PCF determines, based on information provided by the AF and other available information one or more Background Data Ttransfer policies. The PCF may interact with the NWDAF and request the Network Performance analytics information on the number of UEs and the Load in the area of interest including one or multiple time periods, as defined in TS 23.288 [50].
NOTE 2:	When the External Group Identifier was provided and the Network Area Information was not provided by the AF at step 1, the NWDAF derives the Network Area Information from the Internal Group ID as defined in clause 6.6 of TS 23.288 [50].
NOTE 3:	The maximum aggregated bitrate is not enforced in the network.
6.	The H-PCF send the acknowledge message to the NEF with the acceptable Background Data Ttransfer policies and a Background Data Transfer Reference ID.
7.	The NEF sends a Nnef_BDTPNegotiation_Create response to the AF to provide one or more background data transfer policies and the Background Data Transfer Reference ID to the AF. The AF stores the Background Data Transfer Reference ID for the future interaction with the PCF. If the NEF received only one background data transfer policy from the PCF, steps 8-11 are not executed and the flow proceeds to step 12. Otherwise, the flow proceeds to step 8.
NOTE 4:	If the NEF receives only one Background Data Ttransfer policy, the AF is not required to confirm.
8.	The AF invokes the Nnef_BDTPNegotiation_Update service to provide the NEF with Background Data Transfer Reference ID and the selected background data transfer policy.
9.	The NEF invokes the Npcf_BDTPolicyControl_Update service to provide the H-PCF with the selected background data transfer policy and the associated Background Data Transfer Reference ID.
10.	The H-PCF sends the acknowledge message to the NEF.
11.	The NEF sends the acknowledge message to the AF.
12.	The H-PCF stores the Background Data Transfer Reference ID together with the new Background Data Ttransfer policy, together with the corresponding relevant information received from the AF (as defined in clause 6.1.2.4, TS 23.503 [20]) network area information, optionally the information of request for notification in the UDR by invoking Nudr_DM_Update (BDT Reference id, Policy Data, Background Data Transfer, updated data). This step is not executed, when the PCF decides to locally store the Background Data Ttransfer policy.
13.	The UDR sends a response to the H-PCF as its acknowledgement.
* * * * Next change * * * *
[bookmark: _Toc20204244][bookmark: _Toc27894936][bookmark: _Toc36192017]4.16.7.3	Procedure for BDT warning notification


Figure 4.16.7.3-1: The procedure for BDT warning notification
1.	The negotiation for Background Data Transfer (BDT) described in clause 4.16.7.2 is completed. In addition, the PCF has subscribed to analytics on "Network Performance" from NWDAF for the area of interest and time window of a background data transfer policy following the procedure and services described in TS 23.288 [24].
2.	The PCF is notified when the network performance in the area of interest goes below the criteria set by the operator from the NWDAF as described for the Network Performance analytics in TS 23.288 [50].
3.	The H-PCF may request from the UDR the stored BDT policies using Nudr_DM_Query (Policy Data, Background Data Transfer) service operation
4.	The UDR provides all the Background Transfer Policies together with the relevant information received from the AF (as defined in clause 6.1.2.4, TS 23.503 [20]) to the H-PCF. The H-PCF identifies the BDT policies affected by the notification received from NWDAF. For each of them, the H-PCF determines the ASP of which the background traffic will be influenced by the degradation of network performance and which requested the H-PCF to send the notification. The PCF then decides based on operator policies, whether a new list of candidate Background Data Transfer policies has tocan be calculated. If the PCF does not find any new candidate BDT policy, the previously negotiated BDT policy shall be kept and no interaction with the ASP shall occur.
NOTE 1:	The BDT Policies of ASP which did not request to be notified are kept and no interaction with those ASPs occursthat are applicable for future sessions are checked by the PCF in step 4.
5-6.	The PCF removes the BDT policy from UDR.
NOTE 1:	The BDT Policies that are applicable for future sessions are checked by the PCF in step 4.
7.	The PCF sends the notification to the NEF by invoking Npcf_PolicyControl_Notify (Background Data Transfer Reference ID, optionally Network Area Information, Time window, list of candidate Background Data Transfer policies) service operation. 
8.	The NEF notifies the AF by invoking Nnef_BDTPNegotiation_Notify (Background Data Transfer Reference ID, optionally Network Area Information, Time window, list of candidate Background Data Transfer policies) service operation.
9.	The AF selects one of the new Background Data Transfer policies included in the candidate list in the BDT warning notification.
NOTE 2:	If the AF doesn't select any of the new Background Data Transfer policies next steps are not executed, the previously negotiated Background Data Transfer policy becomes obsolete and not applicable any longer.
10.	The steps 8-13 from clause 4.16.7.2 are executed.
11.	If there is a new Background Data Transfer policy stored in the UDR, the PCFs is are notified by the UDR about the storage of the new Background Data Transfer Policy. and then tThe PCFs identifies check if the corresponding URSP rules to UE needs to be updated, and if so, useing the procedure defined in clause 4.16.12.2 to update URSP rules for the relevant UEs.
The AF can send Reset for a Stop notification by invoking Nnef_BDTPNegotiation_Update service, when the AF requests not to receive the notification anymore. Then, the NEF invokes Npcf_BDTPolicyControl_Update service in order to provide this information for the H-PCF.
[bookmark: _Toc20204497][bookmark: _Toc27895196][bookmark: _Toc36192293][bookmark: _Toc20204539][bookmark: _Toc27895238][bookmark: _Toc36192335]* * * * Next change * * * *
5.2.5.5.3	Npcf_BDTPolicyControl_Update service operation
Service operation name: Npcf_BDTPolicyControl_Update
Description: This service is to update the background data transfer policy to the PCF.
Inputs, Required: ASP identifier, background data transfer policy, Background Data Transfer Reference ID.
Inputs, Optional: Reset forStop notification.
Outputs, Required: None
Outputs, Optional: None.
* * * * Next change * * * *
5.2.6.6.3	Nnef_BDTPNegotiation_Update service operation
Service operation name: Nnef_BDTPNegotiation Update.
Description: the consumer requests the selected background data transfer policy to be set.
Inputs (required): Background Data Transfer Reference ID, background data transfer policy.
Inputs (optional): Reset forStop notification.
Outputs (required): None.
Outputs (optional): None.
* * * * Next change * * * *
[bookmark: _Toc20204675][bookmark: _Toc27895389][bookmark: _Toc36192492]5.2.12.2.1	General
The operations defined for Nudr_DM service use following set of parameters defined in this clause:
-	Data Set Identifier:. uniquely identifies the requested set of data within the UDR (see clause 4.2.5).
-	Data Subset Identifier: it uniquely identifies the data subset within each Data Set Identifier. As specified in the procedures in clause 4. e.g. subscription data can consist of subsets particularised for specific procedures like mobility, session, etc.
-	Data Keys defined in Table 5.2.12.2.1-1
For Nudr_DM_Subscribe and Nudr_DM_Notify operations:
-	The Target of Event Reporting is made up of a Data Key and possibly a Data Sub Key both defined in Table 5.2.12.2.1-1. When a Data Sub Key is defined in the table but not present in the Nudr_DM_Subscribe this means that all values of the Data Sub Key are targeted.
-	The Data Set Identifier plus (if present) the (set of) Data Subset Identifier(s) corresponds to a (set of) Event ID(s) as defined in clause 4.15.1
An NF Service Consumer may include an indicator when it invokes Nudr_DM Query/Create/Update service operation to subscribe the changes of the data, to avoid a separate Nudr_DM_Subscribe service operation.
Depending on the use case, it is possible to use a Data Key and/or one or multiple Data sub keys to further identify the corresponding data, as defined in Table 5.2.12.2.1-1 below.
Table 5.2.12.2.1-1: Data keys
	Data Set
	Data Subset
	Data Key
	Data Sub Key

	
	Access and Mobility Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	SMF Selection Subscription data 
	SUPI
	Serving PLMN ID and optionally NID

	
	UE context in SMF data
	SUPI
	PDU Session ID or DNN

	Subscription Data (see clause 5.2.3.3.1)
	SMS Management Subscription data 
	SUPI
	Serving PLMN ID and optionally NID

	
	SMS Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	Session Management Subscription data
	SUPI
	S-NSSAI

	
	
	
	DNN

	
	
	
	Serving PLMN ID and optionally NID

	
	Slice Selection Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	Group Data
	Internal Group Identifier or
External Group Identifier
	-

	
	Identifier translation
	GPSI
	

	
	
	SUPI
	Application Port ID

	
	Intersystem continuity Context
	SUPI
	DNN

	
	LCS privacy
	SUPI
	-

	
	LCS mobile origination
	SUPI
	-

	
	UE reachability
	SUPI
	-

	
	Group Identifier Translation
	Internal Group Identifier or
External Group Identifier
	-

	
	UE Context in AMF data
	SUPI
	-

	
	UE context in SMSF data
	SUPI
	-

	Application data
	Packet Flow Descriptions (PFDs)
	Application ID
	-

	
	AF traffic influence request information
	AF transaction internal ID
	

	
	(See clause 5.6.7 and clause 6.3.7.2 in TS 23.501 [2]).
	S-NSSAI and DNN
and/or
Internal Group Identifier or SUPI
	

	
	Background Data Transfer
(NOTE 3)
	Internal Group Identifier or SUPI
(NOTE 3)
	

	
	Service specific information (See clause 4.15.6.7)
	S-NSSAI and DNN
or
Internal Group Identifier or SUPI
	

	Policy Data
	UE context policy control data
(See clause 6.2.1.3 in TS 23.503 [20])
	SUPI
	

	
	PDU Session policy control data
	SUPI
	S-NSSAI

	
	(See clause 6.2.1.3 in TS 23.503 [20])
	
	DNN

	
	Policy Set Entry data
(See clause 6.2.1.3 in TS 23.503 [20])
	SUPI (for the UDR in HPLMN)
	

	
	
	PLMN ID (for the UDR in VPLMN)
	

	
	Remaining allowed Usage data
	SUPI
	S-NSSAI

	
	(See clause 6.2.1.3 in TS 23.503 [20])
	
	DNN

	
	Sponsored data connectivity profiles (See clause 6.2.1.6 in TS 23.503 [20])
	Sponsor Identity
	

	
	Background Data Transfer data
(See clause 6.2.1.6 in TS 23.503 [20])
	Background Data Transfer Reference ID. (NOTE 2)
	

	
	
	None. (NOTE 1)
	

	Exposure Data
	Access and Mobility Information
	SUPI or GPSI
	PDU Session ID or 

	(see clause 5.2.12.1)
	Session Management information
	SUPI or GPSI
	UE IP address or DNN

	NOTE 1:	Retrieval of the stored Background Data Transfer References for all ASP identifiers in the UDR requires Data Subset but no Data Key or Data Subkey(s).
NOTE 2:	Update of a Background Data Transfer Reference in the UDR requires a Data key to refer to a Background Data Transfer Reference as input data.
NOTE 3:	The Background Data Transfer includes the Background Data Reference ID and the ASP id that requests to apply the the Background Data Reference ID to the UE(s). Furthermore, the Background Data Transfer includes the relevant information received from the AF as defined in clause 6.1.2.4, TS 23.503 [20].



The content of the UDR storage for (Data Set Id= Application Data, Data Subset Id = AF TrafficInfluence request information) is specified in TS 23.501 [2], clause 5.6.7, Table 5.6.7-1. This information is written by the NEF and read by the PCF(s). PCF(s) may also subscribe to changes onto this information.
* * * * End of changes * * * *


image1.emf
 

6   N pcf_BDTPolicyContro l _Create  

  re sponse  

   

10  

N pc f_BDTPolicyControl_Update  

response   

NEF   H - PC F  

2   N pcf_BDTPolicyControl _ Create  

request   

５   .   Policy decision  

9   N pcf_BDTPolicyControl_Update  

r equest  

  

UD R  

3  

.   

Nud r_ DM _ Quer y   request  

 

1 3  

4  .   

N udr_ DM _ Quer y  

  response  

1 2  

.   

N udr_ DM _ Update  

request  

N udr_ DM _ Update  

  response  

      AF  

1  

Nnef _ B DT P Negotiation _Create  

request   

7  Nnef_ B DT P Negotiation_Create  

response  

Nnef_ B DT P Negotiation_Update   8  

request   

Nnef_ B DT P Negotiation_Update  

11  

response  


oleObject1.bin


response







11







Nnef_BDTPNegotiation_Update







request 







8







Nnef_BDTPNegotiation_Update







response







Nnef_BDTPNegotiation_Create







7







request 







Nnef_BDTPNegotiation_Create







1







     AF







 response







Nudr_DM_Update







request







Nudr_DM_Update







. 







12







 response







Nudr_DM_Query







. 







4







13















Nudr_DM_Query



request







. 







3







UDR







 







request







Npcf_BDTPolicyControl_Update







9







Policy decision







. 







５







request 







Npcf_BDTPolicyControl_Create







2







H-PCF







NEF







response 







Npcf_BDTPolicyControl_Update







10







 







response















Npcf_BDTPolicyControl_Create







6












image2.emf
UDR H-PCF NEF AF

7.Npcf_BDTPolicyControl_Notify

8.Nnef_BDTPNegotiation_Notify

3.Nudr_DM_Query request

4. Nudr_DM_Query response

1. Negotiation for Background Data Transfer is completed

2. Network performance 

has degraded

9. AF selects one BDT 

in the candidate list.

 

 

10. Steps 8-13 from section 4.16.7.2 are executed 

11. UE Policy 

Association Modification 

procedure is triggered

5.Nudr_DM_Delete request

6. Nudr_DM_Delete response


Microsoft_Visio_Drawing111.vsdx
UDR
H-PCF
NEF
AF
7.Npcf_BDTPolicyControl_Notify
8.Nnef_BDTPNegotiation_Notify
3.Nudr_DM_Query request
4. Nudr_DM_Query response
1. Negotiation for Background Data Transfer is completed
2. Network performance 
has degraded
9. AF selects one BDT in the candidate list.
10. Steps 8-13 from section 4.16.7.2 are executed
11. UE Policy Association Modification procedure is triggered
5.Nudr_DM_Delete request
6. Nudr_DM_Delete response



